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1.0 IT Policy Issues

1.1 Filtering software that blocks access to specific URLs.

1.2 Restrictions on using software that does not conform to hospital IT standards.

1.3 Hospital Librarians not allowed to install their own software.

2.0 Security Concerns

2.1 Firewall and proxy server issues related to installing Ariel and other EDD software

2.2 Firewall and proxy server issues related to opening ports for video streaming and       other software applications

2.3 Remote access to network resources, including licensing issues and IP address issues

2.4 Access to Patient information

2.5 Desktop security settings that do not allow librarians to install and manage software.

2.6 Wireless security concerns

3.0 Software Issues

3.1 Browsers configured to prevent downloading of files.

3.2 Plug-ins not being allowed.

4.0 Internet Connectivity and Hardware Issues

4.1 Speed, performance, and bandwidth issues.

4.2 Use of outdated PCs and other equipment in the library.

4.3 Restrictions on using hardware that does not conform to hospital IT standards.

5.0 Website Issues

5.1 Librarians not having access to update and maintain web pages related to the library.

5.2 Librarians not having the training to design and manage web pages.

5.3 Distinguishing between the role of the librarian as a content manager for the corporate intranet vs. the Internet

6.0 Communication and People Issues

6.1 Lack of understanding of the IT department and its issues and challenges

6.2 Lack of understanding of library services by IT staff

6.3 Communicating the library's needs to IT

6.4 Urgency / prioritizing work

6.5 Lack of technology-related knowledge and skills among librarians

6.6 Budgeting and planning issues related to IT

6.7 Lack of IT/Library collaboration on projects

